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HL & SL 1.1 Overview

Planning and system installation
1.1.1 Identify the context for which a new system is planned.
1.1.2 Describe the need for change management

1.1.3 Outline compatibility issues resulting from situations including legacy systems or business
mergers.

1.1.4 Compare the implementation of systems using a client’s hardware with hosting systems
remotely

1.1.5 Evaluate alternative installation processes

1.1.6 Discuss problems that may arise as a part of data migration
1.1.7 Suggest various types of testing

User focus

1.1.8 Describe the importance of user documentation

1.1.9 Evaluate different methods of providing user documentation
1.1.10 Evaluate different methods of delivering user training
System backup

1.1.11 Identify a range of causes of data loss

1.1.12 Outline the consequences of data loss in a specified situation
1.1.13 Describe a range of methods that can be used to prevent data loss
Software deployment

1.1.14 Describe strategies for managing releases and updates
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Topic 1.1.11

ldentify a range of causes of data loss




Leading causes of DATA LOSS
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Hardware/System malfunctions

W% Hardware Malfunction

Call your hardware vendor for support
NMI :

Parity Ccheck / Memory Parity Error

“¥% The system has halted www




Human error

Examples include: clicking CLOSE instead of SAVE, saving over
another file, deleting the wrong file...




Software corruption

AMicrosoft Office Word

i E:\ 15 not accessible,
Word was unable to read this document. It may be corrupt. @ 1

Try one or more of the following: ; )
* Open and Repair the file. The File or directory is corrupted and urreadable,

l.}

* Open the file with the Text Recovery converter,

My Computer @

[ Show Help >> ]

0K

Error Opening File

! E Errar reading file, contents are corrupted.
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Malicious software (Viruses)
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#2% Social Networks

e) Text Messages
E Internet Downloads
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Natural disasters




The threat from ‘within’

Malicious activity may be a result of activities by employees
within organisations or intruders.
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Resulting in a Breach

Company Defamation
Expense for Each

Record Lost

Legal Liabilities

Loss of Assets

Bce.xholCu tomer Trust

* Close of the Business

\\\

» Trade Secrets Can Leak To An Outsider

* Account Numbers « Stored on the Network or e Competitors

*» Social Security Numbers Shared Drives . Rogu‘:.:ou

* Intellectual Property « Copied on External Removable « Unauthorized Internal Users
* Personal/Health Records Media Drives o Press or Media

* Transmitted Electronicaly,
Emai, IM, Onine, etc.




